
 Updated May 23, 2023 

Homeland Intelligence Experts Group 
Agenda 

May 23, 2023 
MS Teams 

11:30am – 12:30pm EST 

11:30 AM Welcome and Expectations of Homeland Intelligence Expert Group 

11:40 AM Introductions of Participants 

11:50 AM Administrative Items/ Preliminary Discussion of Ethics Issue for Participants 

12:00 PM Discussion of Agenda Topics for June Meeting 

12:20 PM Questions and Answers 

12:30 PM Adjourn 
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 Updated June 21, 2023 

Homeland Intelligence Experts Group (HIEG) 

Agenda 

June 23, 2023 

Building 19, Conference Room 117, Nebraska Avenue Complex 

8:30am – 2:30pm EST 

8:30 AM Arrival and Continental Breakfast 

9:00 AM DHS Leadership Remarks  

9:15 AM Introductory Remarks 

10:00 AM I&A Overview 

11:30 AM Questions and Discussion 

12:00 PM Break 

12:15 PM Working Lunch and Discussion on Intelligence Prioritization 

2:00 PM HIEG Members Wrap Up and Discussion Future Topics 

Future Topics will include: 1) Domestic Terrorism; 2) Intelligence 

Dissemination to our SLTT partners; 3) Our Collection Efforts; 4) I&A’s 

Role within Intelligence Enterprise/Reconsidering the Domestic Architecture 

after 20 years.  
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 Updated June 21, 2023 

 

2:15 PM Administrative Items 

 

 

 

Note: PSE and MITRE will be available all day to assist with any 

administrative items.  

 

2:20 PM Closing Remarks 

 

 

 

 

2:30 PM Adjourn 
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 I&A is allowed to bypass lawyers and conduct intelligence interviews with 
individuals being held in local jails, federal prisons, and immigrant 
detention centers. 

 Senate Intelligence Committee, Senator Rubio, presented an amendment 
that prohibits I&A from doing collections. 

• This is a seasoned, diverse group – we also have the State and Local Intelligence Council 
(SLIC) perspective. 

• Mentioned the Realignment Memo that was shared (evaluating Deputy Under 
Secretaries, Oversight, and the Intelligence Enterprise Office) and how we are re-
evaluating our intelligence priorities. 

o Focus of HEIG is intelligence. 
• First thing  was asked to do was look at the organization of I&A 

o John Cohen – Senior Official Performing the Duties of Under Secretary in 2021 
had a team that started building-up I&A oversight and processes. 

o Two phase plan: 
 Look at the organizational plan John Cohen put together. 

• Changed a bit but used his as a framework. 
• Separated collections and analysis. 

 Took intelligence partnerships and raised it to the Deputy Under Secretary 
position. 

o Current reviews going on: 
 Open Source. 
 Field Operations. 

• External review: by Executive Order of the President the Privacy 
and Civil Liberties Oversight Board (PCLOB) will complete a civil 
liberties and oversight review on collections.  

, Office of the Deputy Under Secretary for Management Presentation: 
• Representing the Deputy Under Secretary for Management.  
• I&A’s budget is classified and supports approximately 900 full-time personnel. 

Executing and managing the growth has been challenging because I&A does not have the 
authorities for hiring and acquisition. 

• I&A is using remote classified laptops to get classified information into the field.  

 Do other components have authorities? 

: Only operational components, like TSA. 

: Do you have to go to the Secretary or Congress? 

: Secretary can delegate. 

: If you had your ideal world, would you have a dedicated person? 

: In a perfect world, yes, I&A would have hiring similar to an operational 
component (full authority in the IC and in the field). 
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• Who are the I&A collectors?
• Does I&A have access to other Department collection activities?
• Conceivably, I&A could task other components of the IC.

 You are talking about access to finished intelligence of the IC, not raw data. 

 I&A’s exploitation of data is top notch. Exploitation of real time information 
helps the CBP officer. When devices are taken at the border, I&A is doing the exploitation 
(DOMEX). 

 When do you do the exploitation? CBP determines if a device is taken. 

 CBP does not need a reason to take it? They do not. Then why doesn’t CBP 
require a reason and I&A does? 

 Rules were independently formed based on the communities.  

 Clarified that CBP makes the initial determination on what to exploit. I&A 
operates under its own HQ policies in terms of how to collect, retain, and disseminate. These 
standards are different than CBP – more in line with the ODNI and IC standards. I&A does an 
independent determination on whether data can be exploited, and do not just rely on the fact that 
CBP collected.  

 Collection of human intelligence when interviewing someone is different when a 
government organization is doing it versus a newspaper. Expressed appreciation for the 
constraints placed on I&A with respect to human intelligence collection from detained persons. 
[We have to identify ourselves as DHS and tell them they have the right to refuse talking to us.] 

 With the CDC, when you are not Law Enforcement, you have broader authority. 

 On collection datasets, what is unique? 

 Clarified it is not just the device at the checkpoint, but that I&A has the technical 
expertise/personnel to exploit and gain extraordinary insights.  

 You exploit devices from CBP, do you do the same for the Coast Guard? I&A’s 
unique enterprise-wide authorities. Why do you do it at the border and not with the Coast Guard? 

 There is legal authority versus practice. We put out the reporting, CBP is not 
interested in doing that.  

 Questioned if USCG or other Components have similar access to unique 
information? 

 Yes, other components have similar access and authorities, with the exception of 
United States Secret Service (USSS). 

 Expressed the inmates are often willing to talk to you. 
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 : DHS is unique because we talk to millions of people all the time. Discussed how 
difficult it is to measure quality, different ways to include National Intelligence Priorities 
Framework (NIPF) response, filling key gaps, feedback responses, analyst use, etc.  

: How does I&A measure quality and impact of reporting? 

 How many NIPF codes does it line up to. Consumers can add in comments 
which is also included. Analysts also evaluate.  

: Expressed it makes a lot of sense to emphasize tradecraft. Identified challenge 
of how to define your role when you are a small player. What is your unique value to the 
ecosystem? 

: Discussed paying for information that we cannot collect ourselves. Clarified 
that limitations we have been discussing are parameters, not “constraints” because they are in 
place for a reason.  

 Under oversight guidelines, collection is overt or publicly available and we have 
to consider the circumstances of collection (consistent with the expectations of the public). If any 
member can subscribe, it is considered publicly available even if a payment is required. I&A 
does not task out.  

: At the time of January 6th, FBI testified that they were limited with what they could 
do with social media. Has there been any after action reporting on the January 6th attack on the 
Capitol or open-source arena? 

: Dobbs product is an example of when I&A carefully navigated warning of a 
possible threat in an apolitical way. I&A released the product and convened a call with ~4000 
partners. Yes, HSGAC will release a report next week on January 6th.  

: Cannot go behind password protected walls because we have to be passive. 
Cannot pretend to be someone we are not. However, we do use non-attributable accounts and 
collectors can use different names for their own privacy. We cannot mislead or interact.  

 – : 
• Partnership Office, stood up last year to focus on external partners, state and local. 
• Three core elements: Field Intelligence, Engagement Liaison, Intelligence Watch and 

Coordination Center. 
•  will be the , 

starting in July. 
• Field Intel: 

o 150 personnel deployed across the US. One person in each of the 80 Fusion 
Centers. Field personnel aligned to 12 regions. Regions aligned to DNI Domestic 
Intelligence. 

o Regional Director (RD): Each RD has HUMINT Collector, Operations Manager, 
and Regional Intelligence Analysts. 
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o Intelligence Officers are deployed to each Fusion Center. Information sharing in
the Intelligence Cycle includes Liaison Officer roles, and analytic and collection
activities.

o 30 Reports Officers deployed across the country.
 Collection focused.
 Southwest border – border security and cartels.
 Matrix Management.
 How is the field-based model working?

 Do not have a dedicated space and sometimes the positions are spread across a 
region. How can we align for future growth? 

• Response:
o Opportunities and efficiencies.
o Management span and control.
o Staff career opportunities.
o Engagement Liaison and Outreach.
o Managing strategic relationships.

• Components:
o State and Local partnerships – associations – Chief of Police, Sheriff, etc.
o Homeland Security information sharing platform:

 HSIN is managed by I&A, and it is how they get their information out to
stakeholders. Pushes I&A products and raw reports.

 Primary mechanism for getting unclassified information to partners
(strategic, federal level examples include FBI, DEA, and CBP).

 Fusion Centers – One place to go for unclassified information. The
Application is available on mobile devices.

 HSIN data is on an antiquated SharePoint system but is transitioning.
• Private Sector Engagement:

o 
 

o Domestic Security Alliance Council engages Chief Security Officers from
Fortune 500 companies.

• Priority Efforts:
o Analytic Exchange Program: I&A manages the program and includes private

sector and government analysts partnering on products.
o Classified Intelligence Forum: gets feedback on draft products.

• National Threat Evaluation Officers Initiatives:
o Behavioral Threat Indicators

 Partners are educated.
 Provide training.
 USSS
 Center for Prevention, Programs, and Partnership (CP3).
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Agenda 

Homeland Intelligence Experts Group 

Small-Group Meeting 

DHS Intelligence Enterprise 

 

The Homeland Intelligence Experts Group (Experts Group) will host a small-group 

meeting, via TEAMS, on July 24, 2023, at 1:30pm EST to discuss the function and future of 

the DHS Intelligence Enterprise (DHS-IE). 

 

The DHS-IE is “The primary mechanism for the integration and management of the 

Department's intelligence programs, projects, and activities, led by the Chief Intelligence Officer 

(CINT) and consisting of the Component Intelligence Programs (CIPs) of DHS Intelligence 

Components. The primary function of the DHS-IE is to coordinate and deconflict the National 

and Departmental Intelligence Functions of the Department in support of the unified collection, 

gathering, processing, analysis, production, and dissemination of National and Departmental 

Intelligence both within the Department and in providing support to the Homeland Security 

Enterprise and the Intelligence Community (IC).”1 

 

The core of the DHS-IE is represented by the CIPs, which are any “organization within a 

Component, a significant purpose of which is the collection, gathering, processing, analysis, 

production, or dissemination of intelligence, regardless of whether such intelligence is 

counterintelligence, foreign intelligence, Departmental intelligence, or homeland security 

intelligence regardless of whether such intelligence is National or Department Intelligence.”  

There are currently nine CIPs.2 

 

The DHS-IE is arguably a core feature that justified the establishment of DHS as a Department, 

and of what is now I&A as an entity with unique features.  Similarly, the “dual hatted” Under 

Secretary for Intelligence and Analysis (USIA)/CINT structure (which echoes the pre-

Intelligence Reform and Terrorism Prevention Act (IRTPA) role of the CIA Director as head of 

the IC), is a key feature of the DHS intelligence structure, and how it intersects with the more 

“traditional” IC members.  In statute and regulation, the DHS-IE, and the CINT, could be an 

effective and powerful force accomplishing the original intelligence goals of the Department.  In 

practice it is a loose, and often less than totally effective, coalition of the “sometime willing.”  It 

is a priority of USIA/CINT to examine, and improve, the function in the DHS-IE, better use the 

authorities vested in him as CINT, and more effectively carry out the responsibilities levied on 

him along with those authorities.  But there is recognition that these authorities must be seen in 

the context of a larger DHS structure, which retains – and should retain – a large degree of 

formal, and informal, authority in its constituent components.   

 

With that background,  would like to discuss: 

 

(1) What are the available (and reasonable) tools  can bring to bear in carrying out  

authorities as CINT: 

 
1 The Intelligence Enterprise is described and authorized in DHS Instruction 264-01-001 issued by Acting USIA 
William Tarry in 2013.  Copy attached. 
2 I&A, CBP, TSA, USCG, Secret Service, CSIS, FEMA, ICE/HIS and CWMD. 
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a. Budget

b. Policy Setting

c. “Bully Pulpit”

d. Convening authority

(2) What initial resources would be necessary to be able to develop and use such tools?

(3) What can be learned from experiences within DHS (such as efforts during 

 tenure to enhance the DHS-IE functioning), or outside DHS (experience such as

 in managing the ).

(4) What short- and long-term goals should the CINT set for the Homeland Security

Intelligence Council (HSIC) to achieve?

(5) What changes should be made to the current HSIC functional boards structure to address

existing gaps?

Background Materials: 

DHSDirectiveSystem

_264-01-001.pdf

Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



Obta
ine

d b
y A

meri
ca

 Firs
t L

eg
al 

Fou
nd

ati
on

 th
rou

gh
 lit

iga
tio

n



 UNCLASSIFIED//FOR OFFICIAL USE ONLY 

UNCLASSIFIED//FOR OFFICIAL USE ONLY                                   Page 14 of 29 
 

• Concerning the efforts to collect, it is interesting to see how we have collected and 
reported since January 6th. 

• Supreme Court decision is an event that might spawn violence. 
o We had 3,000 person-call with state and locals and published a product. 
o There was concern not to overreact. 

• Then, there were the indictments on the former President, and we saw what happened at 
Mar-a-Lago. 

o There was reason to be concerned about a violent reaction. 
• Do we have national calls with SLLT?  
• How much do you continue with the same battle rhythm? Challenging to try to calibrate 

that. 
• Is it politically driven or in our mission space? 
• I want to highlight the public optics as well as what you are asking us to do. 

 
: There is an industry ecosystem. Companies are internally collecting open sources. 

Are you able to engage and use those products? 
 

 
• Yes, we can collect it. 
• Overtly, we are clear who we are. 
• The collection must be done lawfully. 
• We need to know how commercial companies collect their data. 
• We do not violate the Computer Fraud and Abuse Act (CFAA). 
• Commercially available and publicly available information overlap. 
• If publicly available information, there are legal and regulatory rules we are bound by, 

and then there are primary and civil liberty rules. 
• We have the Attorney General’s Guidelines and privacy and civil liberties concerns, even 

if it falls within scope. 
 

 Can you task the commercial companies? 
 

 If we task an asset or provide direction on control, that entity would have to 
operate under our rules, therefore, we avoid tasking, as we do not know if we can trust a 
company to follow all of I&A’s rules. 

 
 

• It is an attractive market space to anticipate your product and do it without tasking. 
• Assuming it is legally acquired, but without tasking, what is the limit? 

o What could a consultancy provide you?  
 

 
• There is the assessment part and a prescription part. 
• A commercial provider would evaluate the number of customers and the number of 

products. 
• On prescription, we could not request or provide feedback on helpfulness.  
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• What we receive would have to have been produced with or without I&A’s involvement. 
• We look at a variety of things: 

o Sources. 
o How did you collect? 
o What tools?  
o What analysis have you done and how are your algorithms developed? 

• Evaluate if appropriate for I&A to use. 
 

 Are you finding fissures in the system? Are people violating? 
 

 
• I&A does not have a lot of these. Generally, these are fairly benign. 
• This is not a conversation happening in a vacuum. 
• LexisNexis, we do not do AdTech at I&A. 
• We do not use tools that discover and funnel things to us. 
• We are worried for privacy perspective because we are all headed in that direction. 

 
 

• There are differences in the language. Comparing DT to Hezbollah. 
o The term “threat” would have been used further along in the briefing. 
o The focus was on Hezbollah as a group. 
o With DT, not talking about groups, talking about threats. Different context to 

determine where and when and how we do collection. 
• Where terrorism shows up in the information. 
• How we are talking about it here is always about U.S. persons (USPERs). 

 
 

• As a Department looking at violent extremist groups, we do not want DVE leads to bleed 
into demonstrators. 

• Did not stop the state of Georgia from issuing indictments based on DHS information. 
• There are second order effects. 

 
 

• Cannot task them, hesitant to give them tips in private. Is the answer to be more public 
with what you need to deal with problems? 

• We need secure community networks. It is not to be more public. 
• What in the universe of social media are you looking for? 

 
 

• It is hard to distinguish between political speech and threats. 
o Someone says the swamp needs to be drained, but maybe it is the velocity. 
o If they say six times over that the Secretary needs to be harmed, it that something 

that should be collected? 
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Discussion Questions for the Homeland Intelligence Experts Group (Subgroup) 

Domestic Terrorism  

 

The Homeland Intelligence Experts Group (Experts Group) will host a small group 

meeting, via Microsoft Teams, on November 30, 2023, at 3:00pm EST to discuss the 

function and future of I&A’s role in domestic terrorism. 

 

Baseline Premise:  I&A has three basic roles: 

(1) Conduct intelligence activities within the United States;  

(2) Provide information sharing capabilities within and outside the federal government; and  

(3) Ensure protection of privacy and civil liberties. 

 

A Fundamental Question:  Is the first of these roles still appropriate?  And should such 

intelligence roles include collection, or be confined to analysis? 

 

I&A and Intelligence 

 

(1) Is I&A a “domestic intelligence agency,” and if so, what does that mean in theory and 

practice? 

 

(2) Does I&A’s intelligence role include collecting, assessing, and disseminating intelligence 

describing the plans, intentions, and capabilities of specific US persons (individuals or 

groups)? 

 

(3) What should be the limits of such intelligence activity, and should it be performed by a 

member of the US Intelligence Community? 

a. What is the difference between what an intelligence officer can do and what an 

academic or journalist can do?   

 

Domestic Terrorism (DT) and Intelligence  

 

(1) In the 1990s and then in the aftermath of 9/11, there was much discussion that eventually 

recognized international terrorism involved both the need to use the US Criminal Code 

(and thus gather evidence of criminality) and a topic for intelligence collection and 

analysis – how does that debate map to our current concern regarding domestic 

terrorism?i,ii 

 

(2) If I&A were to fully engage on DT (and could change the existing limitations), what type 

of collection should be done? 

a. Do we need the ability, like FBI, to work covertly? 

b. Do we assess the impact of First Amendment speech on the listeners? (E.g., a US 

person exercises their First Amendment right to burn a flag, bible or Koran).  

c. Do no collection, just analysis? 

 

(3) What is the role of Open-Source Intelligence (OSINT) in the DT space? 
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a. If OSINT collection is limited, under current guidelines, to “publicly available” 

does the resulting stream of reporting accurately represent conditions? Should 

OSINT recipients be advised that our current OSINT is gathered from a self-

limited subset of potential collection sources?  If this limitation continues, should 

we reconfigure our OSINT approach, and if so, how? 

 

Decisionmakers, Actors, and Customers  

 

(1) Who are the Federal decisionmakers/actors concerned with DT, and what are their 

intelligence needs to ensure “decisional advantage” or inform action? 

 

a. What kind of policy decisions are, in fact, made related to DT?  New laws?  

Resources? Bully Pulpit talks? 

 

(2) Who are customers for DT products?  

a. State, Local, Tribal, Territorial, and Private Sector (SLTTP)? 

i. Law Enforcement support? 

ii. SLTTP policymakers (considering law, resources, etc.)? 

b. Internal to DHS? 

 

DT versus International Terrorism (IT) 

 

(1) What are the models for handling DT? 

a. Similar to how we handle IT? 

b. Or is it more like how non-national security entities, such as Department of 

Labor, Department of Health and Human Services, or Department of Agriculture 

conduct research to support policymaking (including collecting information 

within the United States, e.g., unemployment conditions, or disease spread), and 

do so without using intelligence tradecraft? 

c. How law enforcement handles mafia or street gang cases, with the end goal not 

being prosecution, but rather intelligence products informing policymakers? 

 

Possible Different Approaches 

 

(1) Should we consider the following course of action: 

a. Shut down I&A’s involvement at all in DT intelligence, ceding to the FBI? 

b. Split I&A formally, into an Intelligence Community element, and have a separate 

entity (perhaps under the authority of the Under Secretary) that handles wholly 

domestic matters that call for application of the skills of intelligence 

professionals? 

c. Integrate our DT efforts more closely with the FBI’s (perhaps in some formal 

way)? 

 
 

i Electronic Surveillance - In US v. US District Court, 407 US 297 (1972), commonly known as the “Keith” 
case, the Supreme Court decided that electronic surveillance for domestic intelligence/security (as 
opposed to ordinary law enforcement or foreign intelligence) requires advance judicial approval (e.g., a 
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warrant), but said that such approval could be available under less-demanding standards than those 
applicable to ordinary law enforcement surveillance under the 1968 Wiretap Act (also known as “Title 
III”). The Court effectively invited Congress to enact a domestic security surveillance statute. Congress 
never did so, meaning that today, domestic terrorists are subject to electronic surveillance only under 
the laws applicable to ordinary criminals. International terrorists, and other foreign threats to national 
security, are of course subject to electronic surveillance (and other forms of collection) under the 
Foreign Intelligence Surveillance Act of 1978, as amended. 
 
ii Domestic Terrorism Crime - Federal law defines domestic terrorism (for purposes of statistical 

reporting), see 18 USC 2331(5), but there is no domestic terrorism offense per se. Instead, domestic 

terrorists are charged with ordinary crimes (e.g., assault, murder, arson) and/or with hate crimes, either 

under federal or state law. Some respectable former DOJ officials have argued for enactment of a 

domestic terrorism offense. See, e.g., Mary B. McCord, It’s Time for Congress to Make Domestic 

Terrorism a Federal Crime (2018), available at https://www.lawfaremedia.org/article/its-time-congress-

make-domestic-terrorism-federal-crime. Again, however, Congress has not taken up the invitation. 
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Homeland Intelligence Experts Group (Experts Group) 

Agenda – Information Sharing with State, Local, Tribal, Territorial and Private Sector 

(SLTTP) 

January 11, 2024 

MITRE Corporation, Building 2, Room 6N120, 7515 Colshire Drive, McLean, VA 

8:30am – 3:00pm EST 

 

8:30 AM Arrival and Continental Breakfast 

 

9:00 AM 

 

Introductory Remarks  

 

 

 

9:15 AM SLTTP Partnerships and the I&A Field Restructure Study 

 

 

10:00 AM Private Sector: Intelligence Customer and Intelligence Source 

 

 

 

10:30 AM Break 

 

10:45 AM Fusion Centers’ Role in Homeland Security 

  

  

11:15 AM I&A’s Homeland Intelligence Priorities Framework (IA-HSIPF) 

tary 

 

12:15 PM Break 

12:30 PM Working Lunch: Intelligence Products Supporting SLTTP 

 

 

 

1:15 PM I&A Offsite and Phase II Updates 
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2:00 PM Open Discussion  

 

2:45 PM Closing Remarks 

 

 

  

3:00 PM Adjourn 
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Homeland Intelligence Experts Group 

Agenda – I&A’s Collection Efforts 

April 11, 2024 

MITRE Corporation, Building 2, Room 6N120, 7515 Colshire Drive, McLean, VA 

11:45am – 5:00pm EST 

 

11:45 AM Arrival and Working Lunch 

 

12:00 PM 

 

Introductory Remarks  

 

 

 

 

12:15 PM I&A Updates 

 

 

12:45 PM Liaison and Partnership with Collection 

 

 

 

1:45 PM Break  

 

2:00 PM Collection Authorities and Limitations 

 

 

 

 

2:30 PM Discussion: What Should Collection Look Like? 

• What should collection in the Field and the HQ / Field relationship 

look like? 

• What should collection tradecraft in the domestic space look like? 

 

3:15 PM Break 

 

3:30 PM Discussion: What Should Change? 

• Should we make changes to authorities and limitations? 

• Should we revisit matrix management?  
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• Should I&A be the entity to do all of this?  

• Should the classification policies be changed? 

 

4:15 PM Discussion: Future agenda topics/Focus areas 

 

4:45 PM Closing Remarks 

 

 

 

5:00 PM Adjourn for No-Host Happy Hour (Optional) 

AKB Tysons, 7599 Colshire Drive, Tysons, VA 22102 
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 UNCLASSIFIED//FOR OFFICIAL USE ONLY 
PRE-DECISIONAL/DELIBERATIVE 

 

PRE-DECISIONAL/DELIBERATIVE 
UNCLASSIFIED//FOR OFFICIAL USE ONLY                                   Page 2 of 3 

 

• I&A is limited by not being able to disguise who they are like the FBI can. 
• It was suggested that getting someone like Philip Zelikow, who guided the 9/11 Commission Report, 

would be a good approach to identifying the gaps and doing a study on open-source intelligence 
(OSINT). 

• There are vectors that are converging on OSINT: the differences between law and lore; the foreign 
domestic divide, especially on domestic issues; the data available in OSINT, publicly available 
information (PAI), and commercially available information (CAI); the issues with election security 
and social media. 

• The study needs to consider other vectors that might be converging. 
• The IC is lacking in OSINT and needs to optimize its use. 
• There is a lot of political risk around OSINT and people are scared to act. 
• The mission area is complicated due to authorities and protections which makes it difficult to translate 

to the workforce. 
 

Discussion: Liaison and Partnership with Collection 

• The discussion started with an overview of the Office of Collection mission, vision, and core 
capabilities, and the organizational structure for the Office of the Deputy Under Secretary for 
Collection. 

• The HUMINT Review Team looked at policy, training, oversight areas, and ways to bring the  
• organization in alignment to IC standards. 
• A programmatic structure and documentation need to be in place with accompanying legal authorities 

and restrictions. A zero-base review of everything is also needed, including scoping Department level 
interests. 

• Focus areas have been the southwest border, travel, and immigration. 
• A homeland security cable system is being considered to create a consistent and authoritative 

communication mechanism that creates a permanent record.  
• Customs and Border Protection (CBP) and Immigration and Customs Enforcement (ICE) look at the 

more tactical Intelligence Information Report (IIRs), while I&A IIRs (first issued in 2004) are more 
strategic. 

• The future of I&A collection includes producing useable IIRs, utilizing HSIPF and Program of 
Analysis (POA), Integrate I&As Nationwide Functional Team within I&A to advance intelligence 
information sharing to address key threats and issues, determining to what extent a partner receives 
information against one of the priorities, and reevaluate partnerships and the individual and aggregate 
benefit from the information being shared, and working with collection and the field to incorporate 
metrics and to determine how things are going.  

 

Discussion: Collection Authorities and Limitations 

• There is a large set of needs with a small set of resources and limited authorities.  
• I&A needs to determine the unique relationships they have in the collection landscape.  
• Law enforcement does not always know the value of the information they collect. They rely on 

I&A more than any other stakeholder. Valuable open-source information comes from state and 
local. 

• The DHS Components have different oversight processes. I&A is unaware of the activities that 
are occurring and the resources that are in place. I&A and the Components have to determine 
their mission space. There is not enough resources to do everything. 
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